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Back To School For Networking: Prestigious Universities Install Extreme Networks For 
Reliable And Secure Campus Connectivity

 

SAN JOSE, Calif., Aug. 28, 2013 /PRNewswire/ -- As a new school year begins, Extreme Networks, Inc. (Nasdaq: EXTR) today 
announced that it is helping several key universities globally to meet the demands of their challenging environments. Extreme 
Networks solutions are connecting students and staff throughout classrooms, dormitories, research labs, and athletic facilities 
by delivering the foundation for connectivity and communications using the Internet Protocol (IP).

A selection of Extreme Networks university customers include the State University of New York (SUNY) at Farmingdale, and 
NYU's Stern School of Business, University of Massachusetts, University of Miami, Johns Hopkins University, Villanova, 
Princeton, Georgia State University and Florida Gulf Coast University. In the United Kingdom, Glasgow University, Heriot-Watt 
of Edinburgh, the University of Brighton, the University of Surrey, City of Westminster College, Imperial College London, and 
the University of Reading.  In Asia-Pacific, Australia's Bay of Plenty Polytechnic; the University of Seoul and Incheon National 
University of Korea; and in South America, Brazil's Federal University at Sao Paulo and the Universidad Autonoma de la 
Ciudadin Mexico City.

And as the student experience continues to evolve, Extreme Networks meets changing technology needs.  With 62 percent of 
Millennials now connected wirelessly via laptops, tablets or smartphones, the need for secure, personalized services at 
universities is a necessity. Extreme Networks campus solution offers automated network service provisioning for student and 
faculty devices, identity management and the technology required to meet the performance and security challenges facing 
today's universities.

Extreme Networks enables university IT teams to meet increasing bandwidth demands placed on their networks through its 
Mobile Student Solution and portfolio of Ethernet switches, including the BlackDiamond® X8 and Summit® switches and 
Summit WM WLAN controllers. Coupled with the ExtremeXOS®, these switches serve as the foundation for Extreme's Open 
Fabric Edge wired and wireless network architecture, providing educational institutions with Unified Communications (UC), 
Physical Security (PhySec) systems, and Audio-Video Bridging (AVB) on a single converged network. 

"As classrooms become more mobile and device friendly, universities are turning their attention to integrating this technology 
into the everyday learning environment," said Derek Granath, senior director of product management for Extreme Networks. 
"The network infrastructure behind the campus is playing a critical role in this transformation ensuring secure and reliable 
delivery of the high performance services to students and faculty."
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● Extreme Networks Delivers Virtual Learning Environment for University of Brighton— view case study  
● University Network Advances the Frontiers of Human Knowledge— view case study  
● Bay of Plenty Polytechnic Selects Extreme Networks Open Fabric Solution for High Speed and Reliability — view case 

study  

About Extreme Networks
Extreme Networks is a technology leader in high performance Ethernet switching for cloud, data center and mobile networks. 
Based in Santa Clara, CA, Extreme Networks has more than 6,000 customers in more than 50 countries. For more information, 
visit the company's website at http://www.extremenetworks.com 

Extreme Networks, BlackDiamond, Summit, the Extreme Networks logo and ExtremeXOS are trademarks or registered 
trademarks of Extreme Networks, Inc. in the United States and/or other countries. All other names are the property of their 
respective owners.

Except for the historical information contained herein, the matters set forth in this press release, including without limitation 
statements as to features, performance, benefits, and integration of the products or the combined solution are forward-looking 
statements within the meaning of the "safe harbor" provisions of the Private Securities Litigation Reform Act of 1995. These 
forward-looking statements speak only as of the date. Because such statements deal with future events, they are subject to 
risks and uncertainties, including network design and actual results of use of the product in different environments. We 
undertake no obligation to update the forward-looking information in this release. Other important factors which could cause 
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actual results to differ materially are contained in the Company's 10-Qs and 10-Ks which are on file with the Securities and 
Exchange Commission (http://www.sec.gov). 
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